**Problem Domain**

DDoS attacks can be considered one of the most widespread attacks in cybersecurity due to the attack being simple to execute and effective against establishments that are unwilling or unable to acquire the necessary hardware and/or software to resist such attacks. Attackers can simply use botnet services to launch a large-scale attack that, if effective, can either be used to halt all activity to that server or leave a server vulnerable to other potential threats due to having to sacrifice its processing power and attention against an overload of requests which could be difficult to discern from an ordinary user or a hijacked machine being told to continually spam requests to the server. One difficult challenge that service providers face is how to differentiate between a user and a malicious attacker as either party would be using the same requests and queries to the server for different purposes. In these scenarios, I would also like to describe the attack methods initiated by an attacker that masquerades their botnets as overloaded network traffic and how server owners are able to detect and reduce the impact of these DDoS attacks, if they are capable of doing so.
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